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JTaypeat HauioHanbHOT npemil imeHi Bopuca MNaToHa.

KinbkicTe HaykoBux nybnikauin: noHag 351, 3 HMX NaTEHTIB Ha KOPUCHY
Mogenb 44, 11 moHorpadoin, 3 akmx 10 KOMEeKTMBHUX MOHorpadin, 31
HaBYanbHUI NOCIOHUK, 3 skux 4 3 rpudom MiHicTepcTBa OCBITM | Haykn
YkpaiHu, 149 ctatTen y 3aKOpAOHHMX BUAAHHSAX Ta (paxoBuxX BUOAHHAX
YkpaiHn, 3 HUX 61 Yy HayKOMeTpu4Hin 6asi Scopus, rapaHT OCBITHbO-
npodecinHoi nporpamu "Kibepbeaneka" nepLuoro (bakanaBpCbKOro) piBHA
BULLOT OCBITW.

JeTanbHille nNpo Buknagada Ha canti kadeapu

3aranbHa iHcpopmauin

AHoTauin

HaBuanbHa aucumnniHa "ETWUYHMI XakiHr" € BUOGIPKOBOK HaBYanbHOK AUCUMMNIHOK. BUBYEHHSA
ancumnniHnm  3abesneyvye OCOOMCTICHMIA | NPOECiHUA PO3BUTOK CTyAeHTa Ta ChnpsiMoBaHa Ha
dopmyBaHHA eheKTUBHOIO AOCAIAHMKA, 30aTHOrO 40 BUKOPUCTAHHA CydaCcHUX METOoAiB AOCHiOXKEHHS
KibepnpocTopy Ta nepegadi 3HaHb. B Kypci po3rnsgaeTbCst METOAOMOrISA TECTYBAHHA HA NMPOHUKHEHHSA
Ta il eTanu. Okpemo npugineHa ysara CTBOPEHHIO 3BiTiB Ha MPOHUKHEHHS, SIK OQHOMY i3 BaXXNMBUX eTanis
Npw 34iNCHEHHI OLIHKN 3aX1LLEeHOCTi iIHbopMaLiiHOT CUCTEMMN.


mailto:serhii.yevseiev@khpi.edu.ua
https://cybersecurity.kpi.kharkov.ua/євсеєв-сергій-петрович/

MeTa Ta uwini amcumnniHmn

MigrotoBka chaxisuis, B obnacti iHdhopmMauinHoi 6e3nekun, a Takox haxiBuiB 3 ETUMHOMO XakiHry, Ha 6asi
OCBOEHHA NPUHUMNIB Ta MeToAiB 30opy uMdpoBOi iHpopmauil Ana SOCNIAKEHHA BpasfMBOCTEN
onepauinHnx cuctem Linux Ta Windows, npoBeAeHHs CTaTUYHOrO aHanisy BpasfMBOCTEN
iHdbopMaLiHMX CUCTEM, BUKOPUCTOBYIOUM IHCTPYMEHTU Ta METOAMN E€TUYHOIO XaKiHry.

dopmart 3aHATb
Jlekuii, nabopaTopHi 3aHATTSA, caMOCTilHa poboTa, KoHcynbTadii. [igcyMKOBUIA KOHTPOMb — iCMKUT.

KomneteHTHOCTI

3K6. 3gaTHicTb 00 nowykKy, 00pobneHHA Ta aHani3y iHopmaLii 3 pi3HUX gXKepern.

3K 7. 3paTtHicTb BUKopmucToByBaTh iHopMaLiHi Ta KOMYHiKaLiiHi TexHonorii Ta dopMyBaT CUCTEMY
iHdopMaLinHo-aHaniTU4HOro 3abesneyeHHsa NIATPUMKN MPUAHATTA YNpPaBRiHCBKMX pilleHb LWoao
cucTemMm ynpaeniHHS iHpopmaLinHO 6e3nekoto.

CK2. 3gatHicTb aHanisyBaTy Ta BU3Ha4aTy NONITUKY Ta cTpaTerii 3abe3neyeHHss 3axmucTy iHdopmallii.
CK3. MpoekTyBaTV CUCTEMU YNPaBRiHHA Ta 3axXUCTY iHpopMaLii Ha NiANPUEMCTBI yCTaHOBI, OpraHisauii.
CK5. 3paTHicTb y3aranbHEHHA BITYM3HSHOMO Ta 3aKOPAOHHOro A0CBiAy 3 NUTaHb YNpasiHHS
iHdopMaLinHow 6e3nekoto.

CK7. 3paTHicTb oOpraHisoByBaTM Ta NPOBOAUTU aHasni3 OTOYEHHS OpraHisauii yCTaHOB 3 METOH
BUSIBIIEHHS Ta 3aKPUTTHA MOXITMBUX KaHaniB BUTOKY iHGhopmMaLlii.

CK8. 3gaTHicTb BUKOPUCTOBYBATU MexaHi3aMu 3abe3neyeHHs ynpaBniHHA iHopmMaLinHot 6e3nekoto y
11 BU3Ha4anbHMx cdepax.

CK9. 3gaTHicTb opraHisadii pearyBaHHs Ha 3arpo3n Ha 06’ekTax KPUTUYHOI iHPaCTPYKTYpH, ycTaHOBaxX
Ta nignpuemcraax.

CK10. 3patHicTb 3abesnevyBaT¥ HenepepBHiCTb Oi3Hecy 3rigHO 3 BCTAHOBIIEHOK MOJITUKOK
iHdopmauinHoi 6eaneku.

CK11. 3gaTHicTb BNpoBagxyBaTu Ta 3abesneyvyBatv OYHKLIOHYBAHHSA KOMMMEKCHUX CUCTEM 3aXUCTY
iHdopmauii.

Pe3ynbTaTtn HaBYaHHSA

PH-3. BmiTn 3a gonomoroto abCTpakTHOrO MMUCIEHHS, aHanidy Ta CUHTEe3y OLiHIOBaTWU pesyrnbTaTtu
NpodeCiHOI fisinbHOCTI Ta 3abe3neyvyBaTH i IKiCTb, BYTU KPUTUYHUM | CAMOKPUTUYHUM, HANOMErMUBNM
LLIOAO NOCTaBEeHNX 3aBAaHb i B3ATMX 3060B’s13aHb.

PH-6. BnpoBagxyBaTn npouecu, wo 6a3yoTbCA Ha HauiOHanbHUX Ta MiKHApOAHMX CTaHaapTax,
BUABMEHHS, ideHTUDIKaLiT, aHani3y Ta pearyBaHHs Ha iHUMAEHTY iHopMaLinHoT 6e3neku.

PH-7. BMiT1 po3pobnsitiu KoMnnekc opraHisauinHnx 3axogis Wwono opMyBaHHS CUCTEMU YrpaBRiHHA
iHdopMauinHoto 6e3nekoto.

PH-8. BmiTm BuMKOpMUCTOBYBaTM Cy4acHe MporpamHo-anapatHe 3abe3neyeHHst iHdopmauiiHo-
KOMYHiKaLinHNX TEXHOSOTIiM WoA0 (hOpMYyBaHHSA CUCTEMM YNPaBiHHA iHOpMaLinHOT 6e3neku.

PH-10. BmiTM aHanisyBaTM BUWKMIMKM Ta 3arpo3v iHgopmauinHol 6e3nekn 0o6’ekTiB  KPUTUYHOI
iHpaCTPyKTypu Ta cMHTE3yBaTh iHOpMaLito LWoA0o po3pobneHHd Ta peanisauii cTpaTterin Ta NnoniTMku
6eaneku.

PH-11. Bwmitm 3abesnedyBatu npouecu 3axucTy Ta (YHKUIOHYBaHHA CUCTEMWU  YMpaBniHHA
iHopmauinHoto 6e3nekol Ta 3axucTy iHopmaulii Ha OCHOBI NMPAKTUK, HABUYOK Ta 3HaHb, LLOAO
iHpacTpyKkTypu KibepdisnyHmnx cnctem Ta iHbopmauinHMX NOTOKIB.

PH-12. BmiT BUKOpUCTOBYBATW NPOrpamHi Ta nporpaMmHo-anapaTHi KOMMNIEKCK 3aXMUCTY iHGhopMaLLinHNX
pecypci.

PH-13. Bmitn BupiwyBatn 3agadi 3abesneyeHHs Ta cynpoBody (B.T. YuChi: OrNsd, TeCTyBaHHS,
NiA3BITHICTb) cUCTEMW yNpaBniHHA iHpopmaLinHOT Be3nekn 3rigHo BCTAHOBMAEHOI NOMITUKM Ge3nekn B
iHdbopMaLiNHO-KOMYHIKaLiNHNUX cucTemax.

PH-14. BmiTn BMpiWwyBaTh 3agadi ynpasniHHA npoueaypamu ineHTudikadii, aBTeHTUdikauii, asTopuaadii
npouecis Ta KOpUCTyBadiB B iHHPOPMaLINHO-KOMYHIiKaLIMHUX cucTemMax 3riffHO BCTAaHOBIIEHO! NONITUKK
iHdopmaLinHoi 6eaneku.
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PH-16. Bmitn peanizoByBaTu 3axoan 3 NPOTUAIT OTPUMAHHIO HeCaHKLiOHOBAHOro [OCTyny Ao
iH(bopMaLiMHMX pecypciB i npoLecis B iHPOpMaLinHO-KOMYHiKaLiMHUX CUCTEMAX.

PH-17. BwmiTn posB’sidyBaTu 3agadi ynpaeniHHS iHdopauinHoio 6e3nekow B  iHdopMauiiHo-
KOMYHiKaLiNnHNX CUCTEMax Ha OCHOBI MoAenewn ynpasniHHS 6e3nekoto.

MPH-18. Po3yMiTM OCHOBHi TEOpPeTUYHi MOHATTH, 3acTOoCcOBYBaTW HaOyTi NpaKkTUYHI HaBUYKK
AOCTiAXEeHHS Ta NiAroToBKM AOKYMEHTIB, IX MPaBUbHOIO BUKOPUCTAHHS B YNPaBRiHCLKIN AiSNbHOCTI.
PH-19. Bmitn BnpoBagxyBaTu 3axoau Ta 3abesnedyBaTu peanisauito NpoueciB NonepemKeHHs
OTPUMaHHIO HecaHKLioOHOBaHOro pJoctyny i 3axucty iHdopmadii B iHopMaLUinHO-MYHiKaLinHMX
cucTemax.

PH-20. BmiTn aHanisyBaTu Ta NpOBOAMTM OLIHKY €PEKTUBHOCTI Ta PiBHS 3axXULLIEHOCTI iHhopmaLiiHux
pecypciB B iHpOpMALiNHO-KOMYHiKaLiMHUX CUCTEMax 3rigHO BCTAHOBIIEHOI NOMITUKM iHOpMaLiHOI
6eaneku.

PH-21. BmiTn 3acTocoByBaTu Teopii Ta MeToAM 3axuUcTy Ansg 3abesnevyeHHs 6e3nekn enemeHTiB 06’exTiB
KPUTUYHOI iIHppacTpyKkTypu, KibepdisanduHmnx cuctemM Ta iHopMaLiNnHO-KOMYHiKaLiMHUX CUCTEM.

PH-22. BmiTn 3acTocoByBaTh HauioHanbHi Ta MiXXKHapoaHi perynatopu B cdepi iHopmaLiiHoi 6e3neku
LOAO0 po3crigyBaHHA KOMMOTEPHUX IHUMOEHTIB.

O6car gucunnniHun

3aranbHui obesar gucumnninm 90 rog,. (3 kpeantn ECTS): nekuii - 16 roa., nabopatopHi po6otn — 16 rog,,
camocTinHa poboTa - 58 rog.

NMepeaymoBu BUBYEHHA gucuunniHn (NpepeKkBi3uTun)

IHpopmavuinHa 6eaneka gepxasu, MatemaTuyHi ocHoBM KpmnTonorii, OCHOBU KpunTorpagiuHoro
3axucty, OCHOBM NporpamMyBaHHsI.

OcobnuBocTi AgucuMniHW, MeToaAmn Ta TeXHOMNOorii HaBYaHHA

B xoai BuknagaHHa gucumnniHA  BUKNagadyem 3aCTOCOBYHOTLCH MOACHIOBANbHO-iNOCTPaTUBHUIN
(iHcbopmaLiHO-peLenTUBHUI) Ta PENPOAYKTUBHNA METOAMN HaBYaHHS. B sSIKOCTi MeToAiB BMKNagaHHS,
AKi HanpaBneHi Ha aKTMBI3aUil0 Ta CTUMYMOBaHHS HaB4anbHO-Mi3HaBanbHOI AiAnbHOCTI 3006yBaviB,
3aCTOCOBYHOTbCS Npe3eHTauji, 6ecigu, iHanBigyaneHi rpynoBi NPOEKTH, MancTep-Knacu.

NMporpama HaB4YanbHOI AUCLUMUNNIHN

HaB4yanbHi 3aHATTA

Nekuii
Temun nekuin KinbkicTb roguH
Tema 1. BcTyn B HaBYanbHY AUCLUNITIHY. 2

Lini Ta 3aBgaHHa HaB4anbHOI AMCUMMNNIHM «TeCTyBaHHA Ha MPOHUKHEHHA Ta
€TUYHMIA  XakiHr». Micue aucumnniHnm y HaByanbHOMY npoueci MigroToBkM
cneuianicta 3 kibepbeanekn. CTpykTypa, 3MIiCT TEMATMYHOIO MSIaHYy BUBYEHHS
OVCUMMAiHK;  HaBYanbHO-mMeToaudHa niTepatypa. Ocob6nMBOCTI  BUMBYEHHS
ancumnniHn; opmun KOHTPOMO 3HaHb, YMiHb Ta HABUYOK YYHIiB. Hanpsmu HaykoBo-
AOCniaHOI pobOTU CTYAEHTIB.

Tema 2. Metoponorii ouiHkn BpasnuBocTi. Ornaag iHCTPYMEHTIB €TUYHOro 2
3nomy.

OcHoBHi ymoBKW. 3rom Ta eTnyHun 3nom. Lo pobnate cnpaexkHi xakepw.
MeTogornoria TecTyBaHHs Ha NPOHUKHEHHA: OSTMM, ISSAF Ta iH. YnpaBniHHS
npoekTamm 3 TeCcTyBaHHA Ha MNPOHMKHEHHS. Ornag XakepcbKUX iIHCTPYMEHTIB.
3acTocoBHi 3akoHW. PoboTa 3 TpeTimm ocobamu. MNMutaHHa couianbHOI iHXeHepii.
JloryBaHHs. CknagaHHsa 3BiTiB. ET4He poboye micue xakepa: Kali Linux. Llini:
Metasploitable 2 i T.4. CkaHepu noprtie. CkaHepn BpasnueocTen. EkcnnyartauinHi

paMKu.
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Tema 3. CTpyKkTypoOBaHi niaxoam no 36upaHHA iHcopmaduii. 36ip TexHi4YHOT 2
iHcbopmauii. AHani3 ypasnmBocTen.

MeTogu po3Biaku i3 BiKpUTUM BUXigHNM KogoM. Ornsg MeToaiB CTPYKTYpPOBaHOro

aHanisy. Tunu iHdopmauii, wo 36upaeTbca: ginosa iHdopmauis (ciHaHcoBa,

KNieHTn, nocTadanbHukK, napTHepwn). IHdopmadia npo IT-iHgpacTpyKTypy.
BuasnenHa pmxepen iHdopmauii. BusasneHHa IP-agpeciB.  TpacyBaHHs.
BukopuctaHHsa ManbTero. [lepeHeceHHa 30HM DNS. DNS bBpytdgopc. Tunu
Bpa3nmBocTen. PyyHuin  nowyk  ypasnuBocTen. ABTOMATUYHWA  MOLUYK
ypasnuBoCTeN. [HCTPYMEHTUM aHarni3y ypasnmBoCTeN.

Tema 4. Ba3zoBa ekcnnyaTtauis ®penmBopk Metacnnort. MaponbHi aTaku. 2
Wo Take ekcnnont. BukopuctoByBaTn 6a3m gaHux Google Oona TecTepiB Ha
NPOHNKHEHHS:: www.exploit-db.com. JlokanbHa Ta BigganeHa ekcnnyaTtauia. Ornsg
nnatcpopmm Metasploit. TWUNM KOPUCHOIO HaBaHTaXeEHHS. ATaku «oguHa
nocepeavHi». ATakM Ha naponi: oHnanH Ta ocnanH. Xewi naponis. MucTeuTBo

pyyHoro nigbopy napong. lNponTun xeLw ataky.

Tema 5. Ekcnnyartauina Be6-3actocyHkiB. EkcnnyaTtauiss 3 BUKOPUCTaHHAM 2
aTak KnieHTiB.

Tunoea cTpyktypa Web-nporpamu. MNowmnpeHi Be6-ypasnmeocTi. NMpoekt OWASP.

Ornag nocibHuka 3 TectyBaHHa OWASP. nom Google. 3nom 6a3un gaHux Google

(GHDB). IHCTpymMeHTU TecTyBaHHs Beb-06e3neku. eb-ckaHepu. JlokanbHi NpOKCi.

dasepun. CneuianizoBaHi 6paysepu Ta nnariim ana 6GpaysepiB. Ekcnnontn Ha

CTOpPOHiI knieHTa. Ornag NpoekTy iHhpacTpyKTypu ekcnnyaTau,ii 6paysepa.

Tema 6. MiaTpumka goctyny. 2
MiaTpnMka TexHikn goctyny. BukopmnctaHHs iHTepnpeTaTopa.

Tema 7. TecTyBaHHAi HA NPOHUKHEHHSA 6e3apoToBuX Mepex. Ctpec-tecTu 2
Mepexi.

Ctpec-TecT mepexi (DoS Beb-canty) 3 SlowHTTPTest B Kali Linux: slowloris, slow
body i slow read aTtaku B ogHOMY iHCTpymMeHTi. CTpec-TecT mepexi: DoS Beb-canty
B Kali Linux 3 GoldenEye. CTpec-TecT mepexi 3 Low Orbit Ion Cannon (LOIC). Ctpec-
TecT Mepexi: DoS 3 BukopuctaHHaM hping3 i CnydiHra IP B Kali Linux.

Tema 8. 3nom Ta 3axXUCT akayHTIB y couianbHUX mepexax. CkrnaaaHHA 3BiTy i 2
npeacTaBrieHHs pe3ynbTaTiB TeCTyBaHHA Ha BTOPrHEHHS.

Llini Ta BuKOHaBUj 3nomy akayHTiB. 30ip iHpopmauii. MeToan 3nomy. 3namyBaHHSA
enekTpoHHoi nowTn. CouianbHuin iHXuHipuHr. lMepebip napons. PiwuHr abo

denkoBa cTopiHka. KnasiaTypHun wnuryH. MNigmiHa DNS. BaxxnunsicTb 00OpMIIEHHS

3BiTYy WOO0 pe3ynbTaTiB TECTYBaHHA Ha BTOPrHEHHS. Y3aranbHeHu wabnoH 3BiTy

npo BTOPrHeHHs. Buan 3BiTiB Ta MeToauka ix cknagaHHs. CneuianicT 3 eTUYHOro

XakiHry sik cBigok. NopiBHAHHA ponen ekcnepTiB | TEXHIYHUX crewianicTib.

3aranbHa KinbKicTb roguH 16

JNlabopaTtopHi 3aHATTA

Temn nabopaTopHUX 3aHATb KinbkicTb Barosi
roaviH KoediuieHTn a

Tema 1. Ba3zoBa koHirypaudisa Kali Linux Ta Metasploitable 2. 2 1
BcraHoBneHHsa Ta HanawTyBaHHA Kali Linux (BUpTyarnbHa maluvHa —
VirtualBox/VMware): HanawTyBaHH MepexeBoro iHTepdency
(NAT/Bridged), OHOBMEHHSI CUCTEMW, BCTAHOBMIEHHS HEOOXiOHWMX
nakeTiB. PosroptaHHa Metasploitable 2 y BipTyanbHOMY CepeaoBULL,
HanawTyBaHHA Mepexi ana B3aemogili 3 Kali. HanawTtyBaHHS
OesneyHoro poboyoro cepegoBuwa: 306epiraHHs pe3ynbTarTis,
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isonboBaHi nabopatopHi Mepexi (host-only). MNepesipka 3B’A3Ky: ping,
nmap 6a3oBe CKaHyBaHHS, Bu3HayYeHHA IP-agpec. [lpakTudHe
3aBOaHHs: nigrotyBaTy WabnoH 3BiTy Npo nabopaTopito (nepenik
HanawToBaHWX MaLLVH, IP, CKpiHLWOTK KOHirypauin).

Tema 2. BukopuctaHHs Google ans OSINT y npoeKkTax TeCTyBaHHA
Ha TnpPoOHMKHEHHA. TexHiyHa po3Bigka IT-iHdpacTpyKkTypwu.
BukopuctaHHsa Maltego ans po3Biaku.

OcHoBu Google Dorking: doopMyBaHHS 3anuTiB ANs NOLWWYKY BigKpUTOT
iHdopMmauii (darnnn, koHdirypauii, agmiH-iHTepdencu). 36ip GisHec-
iHopMauii: NOWYK KOHTaKTiB, AOMEHIB, MiOAOMEHIB, My6nivHNX
OOKyMeHTIiB. TexHiYHa po3sBigka: BU3HAYeHHs nigMepex, BiaKpuTux
nopTiB, cepBiciB 4epe3 nybniyHi gkepena. Bctyn po Maltego:
nobynosa rpadis, NigknyeHHs TpaHcdopmauin (transforms), 36ip
3B’A3KIB Mi>K ob’ekTamu (aomeH—IP—WHOIS—yTpumyBaui).
MpakTnyHe 3aBaaHHsA: npoBecTn OSINT-po3BigKy 3agaHOro JOMeEHY
(6e3 nopyLueHb) i noaaTn KapTy 3B’A3KIB y BUMMSAI CKPiHY/eKCnopTy
Maltego.

Tema 3. AHani3 BpasnuBocTen. CkKaHyBaHHSA NopTiB. Py4yHa ouiHKa
BpasnuBocCTi. BMKopucTtaHHA ckaHepiB ypasnuBocten. Ornapg
KoHcirypauii. CneuianbHi IHCTPYMEHTU CKaHYBaHHS.
MopTckaHyBaHHA: nmap (onuii -sS, -sV, -0, --script), iHTepnpeTauis
pe3ynbTtaTiB. Py4Hui aHanis BigKpuMTUX cepsiciB: banner grabbing,
nepesipka BepcCil, BUBYEHHSA KOHirypauin cepsiciB. ABTOMaTUYHI
CKaHepwu BPa3nmMBOCTEMN: Nessus/OpenVAS/Qualys (OCHOBHi
HanawTyBaHHs, NONITUKM CkaHyBaHHSA). PoboTa 3i 3BiTaMu ckaHepiB:
GinbTpauia wyMmy, knacudikauisa puaukis, False Positive / False
Negative. [JogaTkoBi iHCTPyMEHTU: masscan (LUBUOKE CKaHyBaHHS),
Nikto (Be6-ckaHep), dirb/feroxbuster (ampektopii). [MpakTnyHe
3aBJaHHS: BUKOHATU KOMMMNEKCHe CKaHyBaHHS Lini, CKNacTn KOPOTKUIA
CMUCOK NPIOPUTETHUX BPa3NUBOCTEMN i onmMcaTu KPOKU BepudikaLil
(py4Ha nepes.ipka).

Tema 4. Ekcnnyatauis. Ataka 3 BukopuctaHHasMm ARP-cnyciHry.
KomaHgHun papok Metasploit. Armitage. ATakm Ha naponi 6a3
AaHuX Ta pi3HUX cepBiciB.

ARP-spoofing / ARP-poisoning: npuHuun gii, iHCTpyMeHTN (ettercap,
arpspoof), HanawTtyBaHHa IP forwarding, nepexonneHHsa Tpadiky
(tcpdump, Wireshark). Metasploit CLI: noOwWyK eKkcnnowTis, BuGIp
moaynis exploit/payload/auxiliary, HanawTyBaHHSA OMUiA, 3anyck
ceaHciB. Armitage: rpadiyHa pobota 3 Metasploit, cueHapii
aBToMaTu3auil atak. ATakm Ha naponi: brute-force/wordlist aTaku
(hydra, medusa), aTakm Ha 6a3n gaHux (MySQL, MSSQL) Ta cnyxotu
(SSH, FTP). 3axuCT Ta eTUYHi BUMOrU: K IOKYMEHTYBaT! AoKa3un, K
YHUKaTW LWKoAM Nif Yac naboparopii. [pakTuyHe 3aBoaHHs: NpoBeCTU
ARP-spoofing y i3onboBaHin nabopaTopHii Mepexi, nepexonutu
npocTnin  HesawmudpoBaHuin Tpadiik; BUKOHATM eKcnsyaTauito
Metasploit npoTu Bpa3nueoi cnyx6mu Metasploitable2 (y mexax
cTeHay).

Tema 5. Ekcnnyartauia Be6-3acTocyHkiB. CkaHyBaHHAA BeG-
3actocyHkiB. Bpytdopc naponie Beb-nporpamu. BukoHaHHA
komaHg OC yepe3s Beb-cepBep.

BusasneHHsa Beb-cTekiB: Wappalyzer, builtwith, 3aronoeku cepsepa.
CkaHyBaHHs1 Be6-3acTOCyHKiB: Burp Suite (Crawler, Scanner), OWASP

2 1
2 1
2 1
2 1
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ZAP. ATtakm Ha ayTeHTudikauito: brute-force, credential stuffing,
obxogun koHTponto cecin. KomaHagn OC 4yepes Beb-cepBep: remote
command execution (RCE) BpaanmBocTi, upload backdoor, reverse shell
(onuc Ta 6e3nevyHa AeMoHcTpauia y cteHai). MpakTnyHe 3aBaaHHSA:
3HaNTM B TecToBOMYy BeO-4ofaTKy He3HayHy BpasnuBiCTb (Hamp.,
dopma 6e3 Banigauii), BiaTBOPMTM eKcrinyaTtawito 1 onucaTn pusmki.

Tema 6. Ekcnnyartauis Be6-3acTocyHKiB. SQL-iH’eKuUiA Ta ocpnanH-
3nom napons. Ekcnnyarauis XSS-Bpa3nuBoOCTi.

SQLi: Tmnn (in-band, blind, time-based), iIHCTpyMeHTW (sqlmap), py4Hi
METOAN BUSIBNEHHA Ta  ekcnnyartaudii. 3axonneHHs  gaHux
ayTeHTUdikauil, BuMNydYeHHa Xxewis naponis 3 BL; odnanH-
KpuntoaHania (hashcat, john) — po6ota 3 wordlists. XSS:
reflected/stored/DOM, iHCTPYMEHTU TecCTyBaHH4d, payload-u Ans
aemMoHcTpadii (beanekn cteHay). MNpakTudHe 3aBOaHHA: BiATBOPUTU
npocty SQLi y KOHTpONbOBaHOMY CcepefoBuLLi, OTpuMaTu xewi W1
NpoinCcTpyBaTn X ocnanH-kpunToaHania (KopoTka OeMOHCTpaLig
Ha cnabkomy xeli); 3HanTW i npogemMoHcTpyBaTu XSS-newnnoapn y
TEeCTOBOMY A0AaTkKy.

Tema 7. Ekcnnyatauia 3 BMKOPUCTAHHAM aTakK Kni€HTIB.
EkcnnyaTtauis knieHTa 3 BeEF.

Ornag BeEF (Browser Exploitation Framework): apxiTektypa, hook-
ckpunTuK, Tunosi moayni. CTBOpeHHs (iLLMHIOBOI/BUKOPUCTOBYBAHOI
CTOPIHKM Yy KOHTPOIbOBaHOMY cepefoBulli Ans hook-y KnieHTa.
Mogyni BeEF ansa 36opy iHdopMmalii, remote command execution,
social engineering hooks. [lpakTuyHi npaBuna 6esneyHoro
BUKOPUCTAHHA  (TiNbkM Yy  CTeHdi, IH(OpMyBaHHS  TECTOBMX
KopucTyBsauiB). [NpakTnyHe 3aBaaHHsA: BCTaHOBUTU hook Ha TecToBuiA
Opaysep y nokanbHin Mepexi, BUKOHATU Aekinbka iHdopmauinHuX
MoAyniB Ta 3aJ0KyMEHTYBaTU pesynbTaTty.

Tema 8. NiaTpumka aoctyny. BctaHOBNEHHA Ta BUKOPUCTaHHSA
pyTKiTiB.

KoHuenuis «nocT-ekcnnyataudii» i niaTpumka Joctyny (persistence
techniques). IHCTpyMeHTN Ona CTBOpPeHHA 6ekgopiB / pyTKITIB Y
KOHTPOMbOBaHOMY cepefoBulli (MeToaun, He LWKigIMBuA Kog —
OEeMOHCTpaUis y By3bKOMY CTEHAI). 3axMCT Big persistence: MOHITOPUHT
aBTO3anyckis, iHTerpauisa AV/EDR, nepesipka UiniCHOCTi CUCTEMHUX
dannis. lNNpakTnyHe 3aBAaHHA: peanisyBaTy MPOCTUA  MeEXaHi3M
30epexeHHs1 cecii (reverse shell persistence) y Tectosin VM Ta
nokasaTtu MeToam ii BUSBITIEHHSA 1 BUOANEHHS.
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KoHTponbHi po6oTtu

TeMun KOHTPOTbHUX POBIT

2 1
2 1
2 1
16 Y, ;=8
Barosi

KoediuieHTn b

Tema 1. MeToponorii TeCTyBaHHA Ha NMPOHUKHEHHA Ta NpPaBoOBi / €TUYHI 0,5

acCnekKkTu.

MosSICHNTW BIAMIHHICTb MiXK «3MTOMOM» i «€TUYHMM 3MTOMOM»; pofli Ta 0O0B’A3KM
€TMYHOro xakepa. Onmcatm meTononorii TeCTyBaHHA Ha MPOHWUKHEHHs:: OSTMM,
ISSAF (OCHOBHiI eTanu Ta BIAMIHHOCTI). YNpaBniHHA MPOEKTOM TeCTyBaHHS Ha
MPOHUKHEHHS: MnaHyBaHHs, ob6car pobiT, B3aemogia 3 TpeTiMi CTOpoHaMW,
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y3ropkeHHs npasun 3anyyeHHs (Rules of Engagement). 3akOHOA4ABYI Ta €TWYHI
NUTaHHA NPY NPOBEAEHHI NeHTECTY (Lo 403BONEHO /1O 3ab0poHeHO). MNMpakTnyHe
3aBAaHHsA: nigrotyBaTu nnaH (CTPYKTYPY) KOHTpakTy/yrogu npo nNpOBEAEHHS
NeHTecTy Ana BUragaHoro 3aMoBHUKa (BkasaTtu obcsar, yacosi pamku, ROE, kpuTepii
ycnixy).

Tema 2. Po3Bigka, CkaHyBaHHA Ta aHani3 Bpa3nUBOCTEN — iHCTPYMEHTU Ta 0,5
npakTU4Hi nigxoaun.

MeTogn 36opy iHGopmauii: OSINT, cTpykTypoBaHui 306ip (uinboBa ©i3Hec-
iHopMmalis, iHdpacTpykTypa, DNS, IP). [HCTpyMeHTM Ta TexHiku: Maltego, DNS
enumeration, TpacCyBaHHS, MNOpPTCKaHepW, ckaHepwu Bpas3nuMBocTen. PyyHuin vs
aBTOMATMYHUIA MOLUYK BPas3NUBOCTEN; Kracudikauisa TUNOBUX BpPasfMBOCTEN.
JloryBaHHs, 36upaHHsa OOKasiB i BegeHHs poboyoi JoKyMeHTauii nig Yac po3Bigku.
MpakTnyHe 3aBAaHHSA: BUKOHATK (Y HaBYanbHOMY CeEpedoBULLIi) PO3BiAKY 3adaHol

LinboBOI nigmepexi — 3ibpaTu CNUCOK BIOAKPUTUX CEPBICIB, BUSABMEHUX
BpasnNUBOCTEN Ta 3anponoHyBaTy NpiopuTesauito pusnkie (3BiT — 1 CTOpPIHKA).

Tema 3. EkcnnyaTauis Bpa3nuMBOCTEW, aTakm Ha Beb6-3aCTOCYHKM Ta 1
niaroToBKa 3BiTiB.

OcHoBwu ekcninyaTauii: NOHATTA eKcnnonTa, TNy payload’iB, nokanbHa i BigaaneHa
ekcnnyaTauis. Metacnonit (Metasploit): CTpykTypa, pobouunin Lmkn ekcnnyaTauii,
TUNM HaBaHTaxeHb. BpaanueocTi Be6-3acTtocyHkiB: OWASP Top 10, iHCTPYMEHTM
TecTyBaHHA Be6-6e3nekn, npokci, GHDB. MaponbHi atakm (OHNanH/odnarnH), XeLwi
naponis, Nigdip/paayxHi Tabnuui, npakTukn 3axmcTy. NigTpMMmka gocTyny, atakm Ha
knieHTa (XSS, drive-by), aTakv Ha 6e3apoTOBi Mepexi i DoS-iHCTPYMEHTU (KOPOTKO).
dopmyBaHHS 3BiTY NPO NEHTECT: WabnoH, NPiIOpUTETHICTb 3HAXiAOK, pekomeHaauii
ONS YCYHEHHS, pUOUYHi acnekTu npeacTtaBneHHsa pesynbTaTiB. [pakTudHe
3aBfaHHsA: NMPOBECTM eKcrnyaTtauilo (B HaBYanbHOMY CTEHAi) OAHIEl 3HanmgeHoi
Bpa3nNuBOCTI BeOD-3acTOCyHKy, 3acdhikcyBaTu p[oka3 (CKpiH/mor), nigrotyeaTtu
KOPOTKWUK 3BIiT 3 ONUCOM BPa3fiMBOCTI, PU3MKOM i peKoMeHAaLisIMN.

m —
3aranom Y, bi=2
CamocrTinHa po6oTa
[lo camocTinHOT pob0TK BIGHOCUTLCS CaMOCTIHE OMpaLoBaHHA TEOPETMYHOIO MaTepiany
OnpauroBaHHA TeOpeTUYHOro martepian
Temn ons caMOCTIMHOIO BUBYEHHS KinbkicTb roguH

Tema 1. PeBepc-iHXuWHipuHr i po36ip wkignueoro M3. 6
CTaTuyHWi | gMHaMIYHWIA aHanis; iHCTpyMeHTU (Ghidra, IDA, x64dbg); NpaKkTUYHO:
posibpaTu NnpocTuii malware-sample y i3011bOBaHOMY CTEHAI.

Tema 2. UucppoBa cynoBa ekcneptusa (Forensics). 6
36ip i 36epexeHHs AokasiB, aHani3 0bpasis ANCKIB i NaM’ATi; NPaKTUYHO: BIQHOBUTU
dhann i3 06pasy ancka, npoaHanisysatu gamn nam’siTi.

Tema 3. AHani3 mepexeBoro Tpaciky Ta po3pobka npaBun IDS/IPS. 6
Wireshark, Zeek, Snort/Suricata; NpakTU4YHO: HanNMcaTn NpaBuUno On9 BUABIIEHHSA
NPOCTOro ekcrnnounTa.

Tema 4. Be3neka xmapHux cepiciB (Cloud Security). 6
Mopgeni 3arpos y xmapi, IAM, 3axuct S3/Blob, koHIrypauii; NpakTU4YHO: 3HaNTK
misconfig y TectoBomy S3-6akeTi (CTeHA).

Tema 5. Be3aneka KoHTelHepiB i Kubernetes. 6
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ATakn Ha KOHTEWHeEpHi cepefosuLla, HanawTyBaHHA RBAC, nogonaHHs isonsauii;
NPaKTUYHO: BUSBUTU NPUBINei B knacTtepi Minikube.

Tema 6. Mob6inbHa 6e3neka (Android/iOS). 6
AHaniz APK/IPA, nepeBipka ayTeHTUQiKaUii, Bpa3nMBOCTi MOGINbHMX API;
NpPaKkTUYHO: CTaTUYHMIM aHani3 APK i nowyk Hebe3nevyHnx 403BONiIB.

Tema 7. Threat Intelligence i OSINT-aBTOMaTU3aLis. 6
36ip, HopMani3auis Ta Kopensuis 3arpos; NPakTUYHO: HanawTyBaTU NPOCTUIN NOTOK
naHux TI (dign, MISP).

Tema 8. Secure Coding Ta nepernsg Kkogy Ha BpasnuBOCTi. 6
OWASP Secure Coding, nowyk ypasnusocten Yy Kofi (SAST); npakTuyHO:
npoaHanisysatu peno3ntopin Ha SQLi/XSS-nomunku.

Tema 9. KpunTtoaHanis npakTU4HMUX CXeM. 5
BpaanuBocTi 3acTocyBaHHA KpunTorpadii, ataku Ha peanisauii, nobivHi kaHanw;
NPaKTUYHO: 3NamaTn NPOCTY peani3ayito NMOBTOPHOIo BUKOPUCTaHHS IV.

Tema 10. Blue Team: MOHITOPUHT, pearyBaHHA Ta BiAHOBNEHHS. 5
Mobynosa nor-navnnanHis, SOAR, npakTuku IR; npakTuyHo: nigrotyeBatu playbook
Onsa pearyBaHHs Ha Ransomware-iHLUMOEHT.
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HecdopmanbHa ocBiTa

3po6yBay Mae MOXNMBICTb Mepe3apaxyBaTM OKpeMi TeMn abo Kypc LUMASXOM: MPOXOOXKEHHS
NPOMECINHMNX KyPCiB UM TPEHIHTIB, OHMANH-OCBITW, NPOMECIiHUX CTaxyBaHb, y cdepi, Wo Bignosigae
HaBYyanbHUM LiNaM gUCLUMNNIHW.

[ns 3apaxyBaHHs1 HEOOXiAHO HagaTu: cepTUdikaT (eNEKTPOHHUI abo ApyKOBaHMI) NPO NPOXOMKEHHS
KypCy/CTaxyBaHHS, Onnc Nporpamun TPEHiHry i3 3a3HadYeHHAM 3MiCTy TeM, 06csary Ta TpMBasnocTi.

PekomeHaoOBaHi Kypcu, TPEHiHI, CTaXyBaHHA

1. OHnaniH-kypc CISCO «Ethical Hacker»
https://www.netacad.com/catalogs/learn?category=course

NitepaTtypa, HaB4YanbHi MmaTtepianu Ta iHhopmMauinHi pecypcu

OcHoBHa niteparypa

1. Oriyano Sean-Philip. Penetration Testing Essentials. Sybex, a Wiley brand, 2017, 363 p. 2. Baloch Rafay.
Ethical hacking and penetration testing guide. Auerbach Publications, 2017, 523 p.
https://www.tsoungui.fr/ebooks/Ethickal-haking-postexploitation.pdf

2. €sceeB C.IN. Kibepbesneka: JTabopaTopHuIA NpaKTUKyM 3 OCHOB KpunTorpadivyHoro 3axmcTy. - J1bBiB
“HoBui cBiT-2000”, 2020. - 241 C.
https://drive.google.com/drive/u/1/folders/1wOTN8N-GBGOO6AnvijQHU1SdBI3xCaUju

3. bobano KO.A., lNopbatun I.B. (pea.) IHpopmauinHa Gesneka. HaByanbHW NOCIOHMK. — JIbBIB :
BuaasHmuTBO J1bBiBCbKOI NOMiTEXHIKKN, 2019. — 580 ¢. — ISBN 978-966-941-339-0.
https://pdflib.vntu.edu.ua/books/2021/Bobalo 2019 580.pdf

4. Synergy of building cybersecurity systems: monograph / S. Yevseiev, V. Ponomarenko, O. Laptiev, O.
Milov and others. — Kharkiv: PC TECHNOLOGY CENTER, 2021. - 188 p.
https://drive.google.com/drive/u/1/folders/1wOTN8N-GBGO0O6AnvjQHU1SdBl3xCaUju

5. Models of socio-cyber-physical systems security: monograph / S. Yevseiev, O. Milov, Yu. Khokhlachova,
S. Ostapov, O. Laptiev and others. — Kharkiv: PC TECHNOLOGY CENTER, 2023. - 168 p.
https://drive.google.com/drive/u/1/folders/1IwOTN8N-GBGO06AnvjQHU1SdBI3xCaUju

6. Modeling of security systems for critical infrastructure facilities: monograph / S. Yevseiev, R. Hryshchuk,
0. Milov, K. Molodetska, M. Nazarkevych and others. — Kharkiv: PC TECHNOLOGY CENTER, 2022. - 196 p.
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https://drive.google.com/drive/u/1/folders/1wOTN8N-GBGO0O6AnvjQHU1SdBl3xCaUju.

7. ETUMHUIM XakKiHr : HaBYanbHO-NpakTU4HMM nocibHuk / yknag. O. B. Minos, O. B. Wmartko, C. B.
Minescbkuin, O. . Koponb ; 3a 3ar. peg. C. . €sceesa. — XapkiB : HTY «X[l», - JIbgiB : «HoBMI CBiT-2000»,
2025. - 100 c. - (Cepis «Kibepbeaneka Ta WUTYYHUN iHTENEKT»).

https://drive.google.com /file/d /1AHYbnhItLvuyRnjZzVgmXskkXZ6KSjR] /view?usp=sharin

HJopatkoBa nitepartypa

7. TexHonorii 3axucty iHdpopmadii./ C. E. Octanos, C. 1. €scees, O.I'. Koponb. - YepHiBui : YepHiBeLbkui
HauioHanbHW yHiBepcuTeT, 2013. - 471 C.

http://kist.ntu.edu.ua/textPhD /tzi.pdf

8. Security of Linux operating system: laboratory workshop / S. Yevseiev, S. Pogasiy, A. Goloskokova, O.
Shmatko, M. Melnik (Kibep6e3sneka: 6e3neka onepauiiHoi cuctemmn Linux: nabopaTopHUn NpakTUKyM:
HaBYanbHUI NOCIOHMK ONs1 CTYOEHTIB BULMX HAaBYanbHUX 3aknagiB aHrnincekoto mosoto / €scee C.I1,,
Moracin C.C., NonockokoBa A.O., lmaTko O.B., MenbHuk M.O. - JlbBiB: BugaBHuuteo «Hosun CBIT -
2000», 2021. - 256 C.
https://drive.google.com/drive/u/1/folders/1wQOTN8N-GBGOO6AnviQHU1SdBl3xCaUju

9. €sceeB C.I. Kibepbeaneka: ocHoBu kogyBaHHs Ta kpuntorpacpii/ C.IN. €scee, O.B. Minos, C.E.
Ocrtanos, O.B. CesepiHoB. - Xapkis: Bug. “Hosuin CsiT-2000”, 2023. - 657 C.
https://drive.google.com/drive/u/1/folders/1wOTN8N-GBGOO6AnvjQHU1SdBl3xCaUju

10. TexHonoria Ethernet : nabopatopHun npaktukym / M. O. Binosa, C. I'. €scees, O. C. XKy4eHko, |. C.
IBaH4eHko, O. B. lUmaTko.- JIbBiB: «<HoBMIA CBIiT- 2000»,2020. - 196 C.
https://drive.google.com/drive/u/1/folders/1wOTN8N-GBGOO6AnvijQHU1SdBl3xCaUju

11. Aaron Philipp, David Cowen, Chris Davis. Hacking exposed computer forensics. Second edition. The
McGraw-Hill Companies, 2010.
https://needuxnworkplace.wordpress.com/wp-content/uploads/2014/01 /hacking-exposed-computer-
forensics-secrets-solutions.pdf

12. Wilhelm, Thomas. Professional penetration testing: Creating and learning in a hacking lab. Newnes,
2013, 525 p.

http://ppdi.stmik-

banjarbaru.ac.id/data.bc/13.%20Hacking/2013%20Professional%20Penetration%20Testing%20Creati
ng%20and%20Learning%20in%20a%20Hacking%20Lab.pdf

CucTtema ouiHIOBaHHA

MigcymkoBa OLHKa 3 OCBITHLOrO KOMMOHEHTa BU3HAYaETbCA BignosiganbHMM NIEKTOPOM 3a TeMaMW,
BMOaMu 3aHATb, TOLLO Y BiAMNOBIAHOCTI 40 cunabycy i € iHTerpanbHOK OLHKOK pe3ynbTaTiB yCiX Bug,
HaBYanbHOI AisiNbHOCTI 3006yBaya BMLWOI OCBITK. [iacymMKoBa oLiHKa NOBMHHA BigobpakaTu BCi OLiHKK
3a CKNnagoBMMU HaBYasribHOro NPoLEeCy 3 ypaxyBaHHSM X BaroBMX NOKasHUKIB k:

[MOTOYHUIN KOHTPOITb KoHTpornbHi poboTn IHOouBigyanbHe MincyMKOBUIM KOHTPOITb
(NpaKTWYHI, ceMiHapcbki,  (3a HasiBHOCTI), ko 3aBOaHHSA (onst OK 3icnutom), ky
nabopaTopHi 3aHATTA), kq (3a HasBHOCTI), k3

0,4 0,2 0,4

CyMa koediuieHTiB MOBUHHA cknagatu oanHuuio: ki + ko + k3 + kg = 1. TigBip BaroBux koediuieHTiB
NiZACYMKOBOI OLiHKW 34INCHIOE PO3POOHMK KypCy.
Po3paxyHOoK niacyMKOBOI OLiHKM NPOBOAUTLCA 3@ hOPMYIIOH0:

o= 'k1+K'k2+| -k3+ﬂ|<-k4
ne: [1-cepeaHbo3BaXeHa cepeHs OLiHKa 3a NOTOYHUI KOHTPOIb
| — ouiHKa 3@ BUKOHAHHSA iHAMBIQYaNbHOro 3aBAaHHS
K - cepenHbo3BaXkeHa OLjiHKa 3a KOHTPONbHI poboTH
Ik - OUiHKa 3a NiACYMKOBUIA KOHTPOMb
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https://drive.google.com/drive/u/1/folders/1wOTN8N-GBGO06AnvjQHU1SdBl3xCaUju
https://drive.google.com/file/d/1AHYbnhItLvuyRnjZzVqmXskkXZ6KSjRJ/view?usp=sharing

_I'I1-a1+l'l2'a2+...+rln-an
- n
21‘:1 ai

Ae:  a;- BaroBMmn KoeiLieHT 3a KOXXHe NpakTuyHe (cemiHapcbke) abo nabopaTopHe 3aHATTS.

n

_Kl -b1+K2 'b2+...+Km bm
E?;l bi
ae: b, - BaroBum KoediLieHT 3a KOXXHY KOHTPOSbHY poBoTY.

K

LLikana ouiHOBaHHA
IMoTOYHI ouiHKK 3a KOXHY cknagosy (M, K, |,...)

_ Cyma : .
BUCTaBNATLCA 3a 100-6anbHO0 LLKANOo 3rigHO 3 6anie HauioHanbHa ouiHka ECTS
nonoxexHsm «[1po KpuTepii Ta cucTemy OUIHIOBaHHA  "g_1(( BigMiHHO A
3HaHb Ta BMiHb i PO PEUTUHT 3406yBayiB BULLOT 82-89 [lobpe B
ocBiTU» HTY «X[I». 75_81 [lo6pe C
. . ) , 64-74 3a00BiNLHO D
MiacymKoBa OuiHKa BUCTaBNSAETLCA BiANOBIAHO 40 60-63 3370BINbHO E

po3paxoBaHoi O 3 OKpYrneHHAM 40 HanbnmXK4oro

) ) 35-59 He3apoBinbHO FX
uinoro yncna B 6inbLuy CTOPOHY.

(noTpibHe pogaTkoBe
BMBYEHHSA)

1-34 HesagoBinbHoO F
(NoTpiGHe NOBTOpPHE
BMBYEHHSA)

Hopmu akagemiuyHOI eTUKM i noniTUKa Kypcy

3po06yBay BMLWOI OCBITU NOBUHEH AOTpUMyBaTUcs «Kogekcy eTukuM akagemidyHux B3aEMOBIAHOCKH Ta
pobpoydecHocTi HTY «XTl»: BUABNATN OMCUMNNIHOBAHICTb, BUXOBAHICTb, A40OPO3NYNNBICTb, YECHICTD,
BignoBiganbHiCTb. KOHMNIKTHI cUTyauii NOBMHHI BigKpUTO OGroBOpPHOBATUCA B HaB4YarbHUX rpynax 3
BMKIaZadYeM, a npu HEMOXIMBOCTI BUPILLEHHSI KOHQIMIKTY — AOBOAMTUCA OO0 Bigoma CniBpOGIiTHMKIB
AVPeKUiT IHCTUTYTY.

HopmaTuBHo-npaBoBe 3abe3neyeHHs BNPOBaKEHHS MPUHUMMIB akagemiyHoi gobpodecHocTti HTY
«XIMl» poamiweHo Ha canTi: http://blogs.kpi.kharkov.ua/v2 /nv/akademichna-dobrochesnist

MNMoropxeHHs
Cunabyc norogxeHo 30.08.2025 3asiayBay kadeapu
S 5 Cepri €BCEEB
30.08.2025 FapanT Ol
Poman KOPOJ1bOB
Emuanuti xakinz H@E HamionaAsHuM TeXHIYHMIT yHIBEPCUTET
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